
PRIVACY POLICY 
 
PROTECTING NONPUBLIC PERSONAL INFORMATION  
The Amerisure Companies are dedicated to ensuring financial protection for 
our policyholders by providing quality products and exceptional service. In 
order to provide quality products and services, we may require access to 
certain non-public personal information. This non-public personal information 
may be used in underwriting and administering policies, or in handling claims. 
While access to non-public personal information may be critical, the protection 
of that information is equally important.  
At Amerisure we value the trust and confidence of our policyholders and 
others with whom we do business, and recognize our obligation to protect 
non-public personal information. With this in mind, we have designed the 
products and services we offer to protect privacy interests. This Privacy Policy 
focuses on implementing fair information practices designed to protect the 
privacy of non-public personal information.  
  
CATEGORIES OF INFORMATION WE COLLECT  
During the course of underwriting or administering an insurance policy or 
handling a claim, Amerisure may collect certain non-public personal 
information. This non-public personal information may be collected from 
persons such as our independent insurance agents or brokers, a policyholder, a 
claimant, a claimant’s employer (in the case of a workers compensation claim), 
persons who may have witnessed an incident which led to a claim, or persons 
retained by the claimant or by us in the process of administering a policy or 
adjusting a claim, such as repair shops, physicians, attorneys or accountants.  
 
Information we collect may include, among other information, a policyholder’s 
name, address, federal tax identification number, policy number, premium and 
premium payment history; as well as a claimant’s name, address, social 
security number, claim number, date of loss, type of loss, cause of loss, status 
of claim, and value of the claim. Amerisure considers this information and all 
other non-public personal information to be confidential.  
  
OTHER INFORMATION WE COLLECT 



A “cookie” is a small piece of information sent by a web server to store in a 
web browser so that it can later be read back from that browser. This website 
may use cookies to store some personal preferences for Users’ future visits to 
this website. They may be used to tell us whether Users have visited this 
website before and help us determine if Users came from a particular Internet 
link or banner advertisement. Cookies allow the website to recognize Users 
more quickly so their time spent on this website is more productive. Users will 
find that cookies are an industry standard and are used at many websites in 
much the same way Amerisure uses them in this website. 
 
 
You can choose to have your browser warn you each time a cookie is delivered 
to you, or you can choose to reject all cookies delivered through your browser. 
You can do this by changing the security settings on your browser. 
 
 
Please note, if you choose to reject cookies, you may not have an optimal 
experience on our website, as some features may not work properly. 
PERSONAL INFORMATION PRIVACY POLICY  
Amerisure requires that employees having access to personal information of 
another person take special precautions to protect the confidentiality of that 
personal information. Access to personal information is limited to those 
employees who have a need for that information in order to perform their job 
responsibilities.  
 
Personal Information is information capable of being associated with a 
particular person, i.e., social security number, driver’s license number, state 
identification card number, passport number, credit card number and other 
similar information not available to the general public.  
 
Documents containing Personal Information are required to be stored in 
secured areas or in computer applications having password protections. 
Documents containing Personal Information must be destroyed by placing 
them in the secured shredding boxes provided by Amerisure’s shredding 
services vendor.  



 
Employees having access to Personal Information are prohibited from 
disclosing Personal Information other than as permitted by law. A violation of 
this policy will result in disciplinary action up to and including termination of 
employment.  
  
CATEGORIES OF INFORMATION WE DISCLOSE AND PARTIES TO WHOM WE DISCLOSE  
Amerisure strictly limits disclosure of the categories of non-public personal 
information indicated above. Such information is only shared with affiliated 
and non affiliated third parties to the extent necessary to service an insurance 
policy or claim, or as permitted or required by law.  
 
Third parties with whom non-public personal information may be shared for 
these purposes include our independent insurance agents and brokers, the 
policyholder, persons retained to assist with the effective and efficient 
administration of policies and claims (such as appraisers, repair shops and 
medical providers), and others as may be permitted by law. Only authorized 
persons are permitted access to non-public personal information.  
  
USE OF INFORMATION SOLELY TO SERVICE POLICIES AND CLAIMS  
Amerisure does not sell, or otherwise distribute for sale, any non-public 
personal information it collects. Moreover, non-affiliated third parties with 
whom Amerisure shares non-public personal information are not permitted to 
use such information for any marketing purposes whatsoever. They may not 
advertise, market or otherwise make known to others any non-public personal 
information to which they are given access by Amerisure, nor may they use 
such confidential information for the purpose of advertising or marketing their 
products or services.  
 
Any non-affiliated third party with whom we share non-public personal 
information may use that information only for the purpose of performing their 
responsibilities to Amerisure or one of our policyholders or claimants. They are 
further required to protect the confidential nature of the non-public personal 
information. This means they may not copy or disclose non-public personal 
information to any other person, including their employees who do not need 



non-public personal information to perform their obligations to Amerisure or 
one of our policyholders or claimants.  
 
CONFIDENTIALITY AND SECURITY  
Amerisure restricts access to non-public personal information to those 
employees and non affiliated third parties who need to have that information 
in order to provide quality products and services. We maintain what we 
believe to be reasonable physical, electronic, and procedural safeguards to 
protect against the loss, misuse, and alteration of the non-public personal 
information under our control.  
 
WE WELCOME YOUR FEEDBACK  
If you have questions about information security, privacy, or usage of non-
public personal information at Amerisure that were not answered here, please 
contact us at the following address:  
  
Amerisure Companies 
Office of General Counsel 
P.O. Box 2060 
Farmington Hills, MI 48333-2060 
(800) 257-1900 
  
 


